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Special Session:  

PRIVACY PRESERVING MACHINE LEARNING 

This special session aims at presenting the latest developments in the field of privacy-preserving 
machine learning and serving as a forum for exchanging new ideas and discussing open research 
questions and future directions. We solicit papers offering original contributions in any aspect of 
privacy preserving machine learning. Papers are encouraged on advances in the theory, design, 
implementation, analysis, verification, or empirical evaluation and measurement of privacy preserving 
protocols and techniques. 

Topics of interest include, but are not limited to: 

• Applied cryptography  
• Privacy-enhancing technologies, anonymity, and censorship 
• Security and privacy metrics 
• Privacy attacks on machine learning models 
• Secure multiparty computation 
• Privacy preserving data mining 
• Privacy preserving machine learning 
• Privacy preserving deep learning 

Important Dates: 

• 15 May, 2023: Paper submission 
• 15 July, 2023: Author notification 
• 25 August, 2023: Final version and author registration due 

Submission: 

The proceedings of IUKM 2023 will be published by Springer-Verlag in the Lecture Notes in Artificial 
Intelligence series. 

• Authors should prepare their papers in the Springer format and not exceed 12 pages 
• Papers must be submitted electronically via IUKM 2023's submission page at CMT site. 

Organizers:   

• The Dung Luong, Duy Trung Pham, Thu Lam Bui (Academy of Cryptography Techniques, 
Vietnam)  

IUKM 2023 02 – 04  November 2023, Kanazawa, Japan 

The Tenth International Symposium on Integrated Uncertainty in Knowledge 
Modeling and Decision Making 


